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Algorithm
Audit

Start Explanatory question Probably high-risk Al system . GPAI, requirements for provider No exception

Follow-up question

Probably prohibited or high-risk
. Al system Additional transparency requirements Probably exception

Flowchart dynamic questionnaire risk classification

Yes Yes Yes
[ll.1a Biometrics? q 5.e.1 Database for facial recognition? > 5.e.2 Scraping? Probably prohibited or high-risk Al
system
No No No
Yes
No No
| 5.f.1 Applied within the context of work or | [1l.1.3 Exception cybersecurity and personal
- education? data protection?
Yes Probably prohibited or high-risk Al
system
A 4
| R Go to question 111.2.1 ]
Yes
A
No No
5.g.1 According to sensitive attributes or | [1l.1.3 Exception cybersecurity and personal ||
- characeristics (Art. 9 GDPR)? data protection? g
Emoti
motlo.n. Categorisation Yes
recognition
Identification No Yes
> [1.1.1a Purpose biometrics? »  1I.1.2 Only authentication/verification? > SR A AR Probably prohibited or high-risk Al
enforcement? system
Other purpose Yes No A
v Yes
[11.1.1-yes4 Which purpose?
No
| 111.1.3 Exception cybersecurity and personal
data protection? g o
A 4
[11.2.1 Infrastructure or processes for supply
of water, gas, heating and electricity?
Yes
No
A
1.2.2 M tand ti f road Yes e "
.2.2 Management and operation of roads - S R . 5 R —
or road traffic? [11.2.4 Safety component: [11.2.5 Cybersecurity component?:
No
No Yes
A 4
Yes
I11.2.3 Critical digital infrastructure?
No
Yes Yes Yes Yes
A
Yes No No No
[11.3 Education or (vocational) training? »  1I.3.1 Determining access or admission? > I11.3.2 Assessing level of education? > [11.3.3 Evaluatieng learning outcomes? > [11.3.4 Detecting prohibited behaviour?
No No
Yes Yes Yes
v
No Yes Yes No No
s TSt eI S (MR CEMERLE el | o [11.4.1 Recruitment and selection? > [11.4.2 Targeted job advertisements? > [11.4.3 Filter or analyse job applicants? > [11.4.4 Evaluating candidates?
access to (self-)employment?
No No
Yes Yes
Y
.4 i inati f k Yes
4.> Promotion or termmajclon orworks > [11.4.6 Termination? > 111.4.7 Allocate tasks?
related contractual relationships?
- Follow-up questions exception clauses
No No g Probably exception
A 4
Yes Yes Yes
Yes Yes
[11.4.8 Performance and behavior of . 1149 Brelueion o oo R i
employees?
Yes
> 2.6 Scientific research? > 2.6-yes Description of research - 2.3.1 Defence or military purposes? > 2.3.2 National security? »  2.10 Personal non-professional activities?
L
No No No No
No No Yes
Yes Yes Yes |
Y
No
Yes No Yes No 6.1 Profiling? > 6.2 Preperations or procedural? g No exception
. III.5.1 Used by or on behalf of public > 111.5.2 Benefits or services? > 111.5.3 Public assistance? > [11.5.4 Evaluating eligiblity? »| Il:5.5 Decision support'fo'r granting, revoking No
" authority? or reclaiming?
A
»  Continue to follow-up questions Yes
No No No
Y
Yes
[11.5.6 Evaluate creditworthiness or establish R
credit score? B
No
A 4
Yes > .
. L Probably exception
[11.5.7 Risk assessment and pricing in case of - Probably prohibited or high-risk Al
life and health insurance? system
Yes Yes Yes
No
Yes
A 4 . .
Additional transparency > 2.6 Scientific research? > 2.6-yes Description of research - 2.3.1 Defence or military purposes? > 2.3.2 National security? » 2.10 Personal non-professional activities? —— No exception
) S Y requirements
[11.5.8 Evalutation and classification of es
. No No No
emergency calls used to dispatch, or to
prioritize dispatchment, emergency response > —
services or healthcare patient triage
systems? No
No GPAI, requirements for provider
A 4
Yes
111.6-5.d Risk assessment of criminal Probably prohibited or high-risk Al
offences? system
No
A
Yes
[ll.6a Traditional law enforcement?
No Yes Yes Yes Yes Yes
No No No No
»| 111.6.1 Assess risk of natural person - Ty v—— - 111.6.3 Evaluate reliability of | 111.6.4 Profilerring in onderzoek, R III'CGHEr':‘z::;gzso(}na;:z;rim;:rd
becoming a victim? e yeraph: evidence? vervolging? . P
behaviour?
A
A
Yes
No
l11.6b Other law enforcement?
[1l.6b-yes Which service
line or division?
No
Yes Yes Yes
y
Yes No No No
ILbz/ Mg eI, eV T L ele O i > [11.7.1 Polygraph? > |I.7.2 Assess risk when enteting territory? o 11-7:3 Examlnatlon o.fappllcatlon's for asylum, » |Il.7.4 Detecting, recognising or identifying?
management? visa or residence permits?
No
No Yes
A 4
Yes No
[11.7.5 Verification of travel documents?
Y
Yes No
11.8.1 icial hori I i i . .
8.1 Judicial authority gr alternative dispute 111.8.2 Only for assistance?
resolution? > ||
No Yes
A4
Yes Yes
111.8.3 Applied during election or > [11.8.4 Used for influencing the voting |
referendum? behaviour? B
No No
Y
Yes
5.a.1 Subliminal, manipulative or deceptive
techniques?
No
Y
Yes Yes
5.a.2 Objective or effect to distort behaviour > _ Probably prohibited or high-risk Al
or decision-making process? 5.a.4 Negative effects? system
No No
Y
Yes
5.a.3 Beyond a person's consciousness?
No
Yes
A
Yes Yes Yes o No Yes
5.c.1 Evaluation, scoring or classification of - 5.c.2 Based on social behaviour or R 5.c.3 Detrimental of unfavourable >4 Ap[:_)lled |.n unrelated contexjc Fo the 5.c.5 Unjustified or disproportionate to social Probably prohibited or high-risk Al
natural persons (in groups)? personality characteristics? treatment? gl CCHEIGIIRUIB IR RS O i behaviour or its gravity? system
’ ’ ’ generated or collected? ’
No No No No
A 4
Yes
50.1 Interactive AI?
No Additional transparency -
requirements
A
Yes
50.2 GenAl?
No
A 4
3.63 GPAI model? GPAI, requirements for provider
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